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Enhancing Cyber Resilience 

		Hi XXX 

We are excited to announce our partnership with Phriendly Phishing to provide security awareness training as part of our cyber security strategy. 

Results from our initial baseline risk assessment found: 

1. Overall CTR: X% [add results from Click Report] 
1. Overall CTR compared to industry average. [add results from Comparison Report] 
1. Impact Report [add results from Impact Report] 

As a leader in the organisation, it’s important to remind learners of their individual responsibility in safeguarding our organisation. 

How it works:
1. Learners receive training courses to complete. This will be sent to them via email. 
1. Learners will receive ongoing phishing simulation training to test their knowledge and skills in identifying phishing emails. 
1. Learners are encouraged to report phishing emails through the Phish Reporter add-in. 

What you can add: 
1. Lead by example. Make sure to complete your assigned training and report suspicious emails with the Phish Reporter button. 
1. Prioritise cyber security. Make sure your team members have dedicated time to complete their training courses – they’re no longer than 15 minutes. 
1. Support new starters. We have a curated induction process for all new staff. It is a requirement that training be completed on time.
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