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phrlendlg Cyber Bunny has many helpful tips on how to keep safe this Easter

phiShing holidays.

He's hidden them inside his favourite easter eggs, click each egg

EGSt.Qr Egg for an important cyber tip!
Tips
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Scammers are on the hunt X

From: +812 7 7010 1111

- » Be cautious when responding to foreign or unknown numbers.

You can put all your
eggs in one basket!!
Thank you for being a
loyal customer. To show
apreciation, we've sent

you a gift. W

> Spelling and gre?cmmar mistakes can be a good indication of a

Smishing (SMS Phishing) scam.

Claim your $1500 online
shopping voucher.
Click here.

Check links before you click! Hold down on the link until the
real URL displays. If the URL looks strange - do not click!

that contain clickbait tactics - especially a sense
of urgency or curiosity.

This Easter holidays, be careful of messages v
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Don't fall for the dangling
carrot!

Beware of suspicious emails with
Easter egg-citing subject lines or
hopping deals.

Scammers often use these lures to
make you click on malicious links or
attachments.



Check the bunny trail
before you hop on it...

Before clicking on any link in an email,
hover over it and check the web
address.

It It looks phishy,don't take the bait.
Instead, hop to the legitimate website
by typing the URL directly in your
browser or using a trusted search
engine.




Keep your Easter basket to yourself:

Scammers might ask you to share personal
Information, like your passwords or credit
card numbers.

Don't be a soft-boiled egg and give it up
easily!

Protect your personal information and don't
share it anywhere online or over the phone if
you can't verify their identity.




Use a strong egg-cellent
password:

Your password should be 10x as strong as a
chocolate bunny. Mix it up with uppercase
letters, lowercase letters, numbers, special

characters or a random phrase.

Don't reuse the same password for different
accounts, and use a password manager to
help you remember them all.




